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# ВВЕДЕНИЕ

Закон № 6698 о защите персональных данных ***("Закон")*** вступил в силу 7 апреля 2016 года и содержит положения об обработке всех видов информации, касающейся *"идентифицированных или поддающихся идентификации"* физических лиц ***("субъект данных")***. Как АО «ИС Ичташ Нуклеер ве Эндустриель Тесислер Япым» ***("Компания"),*** мы придаем огромное значение обработке и защите персональных данных в соответствии с законом и действуем с этой заботой во всех наших планах и действиях. Осознавая это, наша компания принимает все административные и технические меры для защиты и обработки персональных данных. Важнейшей составляющей этого вопроса является защита персональных данных наших кандидатов в сотрудники, акционеров компании, должностных лиц компании, посетителей, сотрудников, акционеров, органов власти и третьих лиц учреждений, с которыми мы сотрудничаем, что регулируется настоящей Политикой обработки и защиты персональных данных ***("Политика")***.

В соответствии со статьей 20 Конституции каждый имеет право требовать защиты относящихся к нему персональных данных. Что касается защиты персональных данных, которая является конституционным правом, наша компания уделяет должное внимание защите персональных данных кандидатов в сотрудники, акционеров компании, должностных лиц компании, посетителей, сотрудников, акционеров, должностных лиц и третьих лиц учреждений, с которыми она сотрудничает, и делает это политикой компании.

В настоящей Политике будут подробно разъяснены перечисленные ниже основные принципы, которые мы приняли как компания при обработке персональных данных:

* Обработка персональных данных в соответствии с законом и добросовестно,
* Поддерживать точность и актуальность персональных данных, когда это необходимо,
* Обработка персональных данных для конкретных, явных и законных целей,
* Обработка персональных данных в связи с целью, для которой они обрабатываются, ограничена и измерена,
* Хранение персональных данных в течение срока, предусмотренного соответствующим законодательством, или в течение срока, необходимого для целей их обработки,
* Информирование и просвещение субъектов персональных данных,
* Создание необходимой системы для осуществления субъектами персональных данных своих прав,
* Принятие необходимых мер по защите персональных данных,
* Действовать согласно соответствующему законодательству и положениям Совета по защите персональных данных ***("Совет")*** при передаче персональных данных третьим лицам в соответствии с требованиями цели обработки,
* Проявление необходимой деликатности при обработке и защите специальных категорий персональных данных.

# Цель политики

Целью настоящей Политики является информирование владельцев персональных данных - кандидатов в сотрудники, акционеров компании, должностных лиц компании, посетителей, сотрудников, акционеров, органов власти и третьих лиц учреждений, с которыми мы сотрудничаем, - об обязательствах нашей компании, вытекающих из Закона и других соответствующих законодательных актов, а также о процедурах и принципах, которым необходимо следовать в соответствии с Законом, и максимальная защита основных прав и свобод человека, особенно неприкосновенности частной жизни, регулируемой статьей 20 Конституции, при обработке и защите персональных данных в соответствии с целью Закона. В соответствии с целью Политики, мы стремимся обеспечить полное соблюдение законодательства при обработке и защите персональных данных, осуществляемой нашей компанией, и защитить право на неприкосновенность частной жизни и безопасность персональных данных владельцев персональных данных.

# Сфера действия политики

Настоящая Политика относится ко всем персональным данным кандидатов в сотрудники, акционеров компании, должностных лиц компании, посетителей, сотрудников, акционеров, органов власти и третьих лиц учреждений, с которыми мы сотрудничаем, которые обрабатываются автоматически или неавтоматически при условии, что они являются частью любой системы записи данных. В этом направлении к владельцам персональных данных, перечисленным выше, могут применяться все положения Политики или только некоторые из них.

# Реализация политики и соответствующего законодательства

Настоящая Политика была создана путем конкретизации и регламентации правил, установленных действующим законодательством в рамках практики нашей компании. В этом контексте в первую очередь применяются соответствующие действующие правовые нормы, касающиеся обработки и защиты персональных данных. В случае несоответствия между действующим законодательством и Политикой, наша компания признает, что будут применяться положения действующего законодательства. Как компания, мы используем необходимые системы и подготовку, чтобы действовать в соответствии с действующими сроками, предусмотренными Законом.

# Действие политики

Она была выпущена нашей компанией и вступила в силу 08.04.2016. Политика опубликована на сайте нашей компании [www.ictasnükleer.com.tr](http://www.ictasnükleer.com.tr).

# ЗАЩИТА ПЕРСОНАЛЬНЫХ ДАННЫХ

В целях обеспечения безопасности данных наша компания принимает следующие меры и предосторожности в соответствии со статьей 12 Закона.

# Безопасность

Наша компания принимает все необходимые технические и административные меры для обеспечения надлежащего уровня безопасности с целью предотвращения незаконного доступа и обработки персональных данных и обеспечения защиты персональных данных в соответствии с Законом.

# Аудит

Наша компания проводит и проводит необходимые аудиторские проверки, чтобы установить безопасность данных, описанную выше, и обеспечить регулярность и непрерывность принятых мер. В связи с этим в компании создана команда, в которую входят по одному человеку из отделов кадров, информационных технологий и юридического отдела, а также привлекается внешняя поддержка.

# Конфиденциальность

Наша компания принимает все необходимые технические и административные меры в соответствии с технологическими возможностями и затратами на реализацию для того, чтобы соответствующие контролеры и обработчики данных не раскрывали персональные данные другим лицам в нарушение положений Закона и Политики и не использовали их в целях, отличных от обработки. В этом контексте с сотрудниками нашей компании проводятся мероприятия по информированию и обучению в отношении Закона и Политики.

# Несанкционированный доступ к персональным данным

В случае если персональные данные, обрабатываемые нашей компанией, получены другими лицами способом, не соответствующим Закону, наша компания выполнит необходимые процедуры, чтобы как можно скорее уведомить соответствующее лицо и Правление. Если Совет сочтет необходимым, о такой ситуации может быть объявлено на веб-сайте Совета или любым другим способом, который Совет сочтет целесообразным.

# Соблюдение законных прав лиц

Наша компания соблюдает все законные права соответствующих лиц в отношении реализации Политики и Закона и принимает все необходимые меры для защиты этих прав.

# Защита специальных категорий персональных данных

Согласно статье 6 Закона, данные, касающиеся расы, этнического происхождения, политических взглядов, философских убеждений, религии, секты или других верований, внешнего вида и одежды, членства в ассоциациях, фондах или профсоюзах, здоровья, сексуальной жизни, судимости и мер безопасности, а также биометрические и генетические данные являются специальными категориями персональных данных. Специальные категории персональных данных - это данные, которые в случае их обработки несут риск дискриминации или виктимизации их владельцев, и их необходимо защищать гораздо строже, чем другие персональные данные. По этой причине наша компания несмотря на то, что основным принципом является отказ от получения таких данных, принимает все необходимые меры для надежной защиты таких персональных данных, обрабатываемых в соответствии с законом.

# ОБРАБОТКА И ПЕРЕДАЧА ПЕРСОНАЛЬНЫХ ДАННЫХ НА

# Общие принципы обработки персональных данных

Персональные данные обрабатываются нашей компанией в соответствии с процедурами и принципами, предусмотренными Законом и настоящей Политикой. При обработке персональных данных наша компания действует в соответствии со следующими принципами, регламентированными статьей 4 Закона.

# Соблюдение закона и добросовестность

Наша компания обрабатывает персональные данные в соответствии с действующим законодательством и требованиями правила честности и использует их в указанных пределах. В этом контексте наша компания учитывает интересы и разумные ожидания заинтересованного лица при обработке персональных данных и заботится о том, чтобы соответствующая деятельность по обработке данных была прозрачной для заинтересованного лица.

# Быть точным и актуальным, когда это необходимо

Наша компания обеспечивает точность и актуальность обрабатываемых персональных данных, принимая во внимание основные права и законные интересы владельцев персональных данных. В этом контексте она тщательно рассматривает такие вопросы, как определение источников, из которых получены данные, подтверждение их точности и оценка необходимости их обновления. Наша компания поддерживает открытые каналы для обеспечения точности и актуальности информации о соответствующем лице.

# Обработка в конкретных, явных и законных целях

Наша компания обрабатывает персональные данные в законных целях и доводит до сведения соответствующих лиц четко и ясно определенную цель обработки данных. Законная цель означает, что персональные данные, обрабатываемые нашей компанией, связаны и необходимы для выполнения работы или оказания услуг. Цели обработки данных, полученных от соответствующих лиц, четко и ясно указаны в информации, предоставленной соответствующим лицам, и в полученных явных согласиях.

# Уместность, ограниченность и соразмерность целям, для которых они обрабатываются

Наша компания гарантирует, что обрабатываемые персональные данные подходят для реализации указанных целей и что персональные данные, не относящиеся к реализации данной цели или не являющиеся необходимыми, не обрабатываются. В этом контексте наша компания не обрабатывает данные для удовлетворения потребностей, которые могут возникнуть позже.

# Сохранение в течение срока, предусмотренного соответствующим законодательством или необходимого для целей, для которых они обрабатываются

Если в соответствующем законодательстве установлен срок хранения данных, наша компания соблюдает его; в противном случае она хранит персональные данные только в течение срока, необходимого для целей их обработки. Срок хранения персональных данных составляет продолжительность бизнеса или услуги, осуществляемой нашей компанией, или он варьируется в зависимости от характера полученных данных. В случае если все условия для обработки персональных данных нашей компанией отпадают, данные уничтожаются в первый 6-месячный период периодического уничтожения, следующий за датой возникновения обязательства по уничтожению данных.

# Условия обработки персональных данных

Как правило, наша компания не обрабатывает персональные данные без явно выраженного согласия субъекта данных. Однако при наличии одного из следующих условий, предусмотренных в статье 5/2 Закона, персональные данные могут обрабатываться без получения явного согласия субъекта данных.

# Четко оговоренные в законах ситуации

Наша компания может обрабатывать персональные данные владельцев персональных данных даже без их прямого согласия в случаях, прямо предусмотренных законом. Например, в этих рамках будет оцениваться обработка персональных данных наших сотрудников в соответствии с законодательством о труде.

# Когда это необходимо для защиты жизни или физической неприкосновенности человека или другого лица, которое не может выразить свое согласие из-за физической невозможности или чье согласие не признается юридически действительным

Наша компания может обрабатывать персональные данные без явно выраженного согласия в целях защиты жизни или физической неприкосновенности лиц в случаях, когда заинтересованное лицо не может выразить свое согласие в силу фактической невозможности или когда выраженное согласие недействительно. Например, в ситуации, когда человек находится без сознания или психически болен и его согласие недействительно, персональные данные соответствующего лица могут обрабатываться во время медицинского вмешательства в целях защиты его жизни или физической неприкосновенности. В этом контексте обработка персональных данных лица, свобода которого ограничена, с помощью телефона, компьютера или другого технического устройства, носимого самим лицом, с целью определения его местонахождения не требует прямого согласия соответствующего лица.

# Обработка персональных данных сторон договора является необходимой при условии, что она непосредственно связана с заключением или исполнением договора

Персональные данные могут обрабатываться нашей компанией в связи с заключением или исполнением договора. Например, номер счета стороны-кредитора может быть получен для выплаты денежных средств в соответствии с заключенным договором.

* + - 1. Если обработка персональных данных является обязательной для выполнения **нашей компанией своих юридических** обязательств, необходимые персональные данные могут быть обработаны нашей компанией без прямого согласия субъектов данных. Например, в ходе налоговой проверки, проводимой в нашей компании, информация, принадлежащая нашим сотрудникам или клиентам, может быть предоставлена для проверки соответствующим государственным служащим.

# Опубликован соответствующим лицом

Персональные данные, ставшие достоянием общественности в результате действий заинтересованного лица, иными словами, персональные данные, которые были обнародованы любым способом и, таким образом, стали известны всем, могут обрабатываться нашей компанией при условии, что при обработке таких данных исчезли законные интересы, подлежащие защите.

# Обработка данных является обязательной для установления, осуществления или защиты права.

В случаях, когда обработка данных является обязательной для осуществления или защиты законного права, наша компания может обрабатывать персональные данные соответствующих лиц без получения явного согласия.

# При условии, что это не наносит ущерба основным правам и свободам субъекта данных, наша компания обязана обрабатывать данные в своих законных интересах.

Наша компания может обрабатывать персональные данные соответствующих лиц в случаях, когда обработка персональных данных является обязательной для обеспечения законных интересов, при условии, что она не наносит ущерба основным правам и свободам соответствующих лиц, защищенным в соответствии с Законом и Политикой. Наша компания проявляет необходимую деликатность для соблюдения основных принципов, касающихся защиты персональных данных, и соблюдения баланса интересов нашей компании и соответствующих лиц.

# Условия обработки специальных категорий персональных данных

Наша компания не обрабатывает специальные категории персональных данных, если в этом нет необходимости и без явного согласия субъекта данных. Однако персональные данные, не относящиеся к здоровью и сексуальной жизни, могут обрабатываться без явного согласия заинтересованного лица в случаях, предусмотренных законом. Персональные данные, касающиеся здоровья, обрабатываются нашей компанией только в целях охраны здоровья населения, проведения и управления медицинской диагностикой, лечением и услугами по уходу, без получения явного согласия заинтересованного лица на условиях соблюдения конфиденциальности. Наша компания осуществляет необходимые процедуры для принятия адекватных мер, определенных Советом, при обработке персональных данных особого характера.

# Условия передачи персональных данных

Наша компания может передавать персональные данные и специальные категории персональных данных третьим лицам в соответствии с Законом, создавая необходимые условия конфиденциальности и принимая меры безопасности в соответствии с целями обработки персональных данных. При передаче персональных данных наша компания действует в соответствии с правилами, предусмотренными Законом. В этом контексте, в соответствии с законными и правомерными целями обработки персональных данных, наша компания может передавать персональные данные третьим лицам на основании и при соблюдении одного или нескольких из следующих условий обработки персональных данных, указанных в статье 5 Закона;

* При наличии прямого согласия соответствующего лица,
* Если в законодательстве есть четкое положение о передаче персональных данных,
* Если это необходимо для защиты жизни или физической неприкосновенности соответствующего лица или другого лица и если соответствующее лицо не может сообщить о своем согласии в силу фактической невозможности или если его согласие не имеет юридической силы,
* Если необходимо передать персональные данные, принадлежащие сторонам договора, при условии, что это напрямую связано с заключением или исполнением договора,
* Если передача персональных данных является обязательной для выполнения нашей компанией своих юридических обязательств,
* Если персональные данные были обнародованы субъектом данных,
* Если передача персональных данных является обязательной для установления, осуществления или защиты какого-либо права,
* Если передача персональных данных является обязательной для соблюдения законных интересов нашей компании, при условии, что это не наносит ущерба основным правам и свободам субъекта данных,

может перевести его.

**Условия передачи персональных данных за границу:**

Наша компания может передавать персональные данные и специальные категории персональных данных субъектов данных третьим лицам за рубежом, принимая необходимые меры безопасности в соответствии с целями обработки персональных данных. Персональные данные могут быть переданы нашей компанией в зарубежные страны, объявленные Правлением адекватной защитой в свете статьи 9 Закона, или, при отсутствии адекватной защиты, в зарубежные страны, если контролеры данных в Турции и соответствующей зарубежной стране письменно обязуются обеспечить адекватную защиту и если Правление разрешило такую передачу.

# СПОСОБ И ПРАВОВОЕ ОСНОВАНИЕ СБОРА ПЕРСОНАЛЬНЫХ ДАННЫХ, КЛАССИФИКАЦИЯ, ЦЕЛИ ОБРАБОТКИ И ПЕРЕДАЧИ, КОМУ ПЕРЕДАЮТСЯ ПЕРСОНАЛЬНЫЕ ДАННЫЕ

* + 1. **Метод и правовые основания для сбора персональных данных**

Персональные данные собираются на всех видах устных, письменных, электронных носителей; техническими и другими методами, с помощью различных средств, таких как веб-сайт нашей Компании, для выполнения обязанностей, вытекающих из законов в рамках законодательства, договора, запроса и основанных на запросе законных оснований для выполнения целей, изложенных в Политике, в полной и точной форме и обрабатываются нашей Компанией или назначенными нашей Компанией обработчиками данных.

**Классификация персональных данных**

* **Информация о личности**: Имя-фамилия, турецкий идентификационный номер, семейное положение, гражданство, имя-фамилия родителей, место и дата рождения, пол и другая информация, касающаяся личности человека, водительское удостоверение, удостоверение личности и паспорт, свидетельство о праве собственности и другие документы, содержащие информацию о налоговом номере, номере учреждения социального страхования, данные подписи, номерной знак автомобиля и другая информация.
* **Контактная информация:** Номер телефона (домашний, рабочий и т. д.), адрес, адрес электронной почты, номер факса, IP-адрес и другая информация.
* **Информация о безопасности транзакций:** Персональные данные, обрабатываемые в целях обеспечения технической, административной, юридической и коммерческой безопасности как заинтересованного лица, так и Компании при осуществлении деятельности Компании. Например, имя пользователя и пароль для входа в Интернет.
* **Финансовая информация**: Обрабатываемые персональные данные, касающиеся информации, документов и записей, отражающих все виды финансовых результатов, возникающих в соответствии с отношениями между работником и работодателем, установленными компанией с соответствующим лицом, а также номер банковского счета, код отделения, информация о банковской карте, номер IBAN, информация о кредитной карте, финансовый профиль, кредитный рейтинг, данные об активах, информация о доходах и другая информация.
* **Аудиовизуальная информация**: Фотографии и записи с камер, звукозаписи, а также любые данные и другая информация, где эти данные находятся.
* **Персональные данные**: Все виды персональных данных, обрабатываемых для получения информации, которая будет служить основанием для защиты личных прав физических лиц, находящихся в рабочих отношениях с соответствующим лицом.
* **Информация о местонахождении:** Информация, определяющая местонахождение соответствующего лица при использовании соответствующим лицом транспортных средств Компании и компаний группы Компании в рамках деятельности и операций Компании, компаний группы Компании или сотрудничающих с ними компаний и учреждений; данные о поездках и другая информация.
* **Информация о членах семьи и родственниках**: Идентификационная информация и контактная информация, как определено выше, о членах семьи соответствующего лица (например, супруге, матери, отце, ребенке), родственниках и других лицах, с которыми можно связаться в случае необходимости, в рамках деятельности и операций Компании или компаний группы Компании или компаний и учреждений, с которыми Компания сотрудничает, или для защиты правовых и других интересов Компании и соответствующего лица.
* **Информация о безопасности физического пространства**: Персональные данные, относящиеся к записям и документам, сделанным при входе в физическое пространство, во время пребывания в физическом пространстве; записи с камер и записи, сделанные на пункте охраны, и другие данные.
* **Информация о юридических сделках:** Данные, обрабатываемые в рамках определения и отслеживания юридических задолженностей и прав компании, а также исполнения ее долговых и юридических обязательств.
* **Специальная категория персональных данных**: В соответствии со статьей 6 Закона, данные о расе, этническом происхождении, политических взглядах, философских убеждениях, религии, секте или других верованиях, внешнем виде и одежде, ассоциации, фондах или членстве в профсоюзах, здоровье, сексуальной жизни, судимости и мерах безопасности, а также биометрические и генетические данные.
* **Информация об управлении запросами/жалобами:** Личные данные, касающиеся получения и оценки запроса или жалобы, направленной в нашу компанию.

# Цели обработки персональных данных

Персональные данные нашей Компании будут использоваться для предоставления услуг в соответствии с положениями соответствующего законодательства и для повышения качества этих услуг, для осуществления деятельности, предусмотренной государственными органами и/или перечисленной в качестве исключений, для осуществления деятельности Компании / компаний Группы, для соблюдения обязательств по хранению информации, отчетности, информации, для планирования и реализации нашей кадровой политики наилучшим образом, для планирования и правильного осуществления наших коммерческих партнерств и стратегий, для обеспечения правовой, коммерческой и физической безопасности нашей Компании и наших деловых партнеров, для обеспечения корпоративного функционирования нашей Компании. Кроме того, она будет использоваться для того, чтобы вы могли посетить нашу компанию, для защиты безопасности и законных интересов, связанных с вашим визитом, для предложения продуктов и услуг нашей компании, для коммуникации относительно продуктов и услуг, которые вы получили/будете получать в связи с этим, а также для использования в маркетинговой деятельности, предложения продуктов/услуг, моделирования, отчетности, скоринга, мониторинга рисков, Для предоставления услуг, связанных со сферами деятельности нашей компании, таких как изучение существующих или новых продуктов и выявление потенциальных клиентов, для улучшения качества этих услуг и выполнения других действий, для выполнения информационных обязательств, для улучшения услуг, предлагаемых на сайте нашей компании, для связи с теми, кто подает запросы и жалобы в нашу компанию, для устранения ошибок на сайте нашей компании. в рамках условий обработки персональных данных, указанных в статьях 5 и 6 Закона.

# Цели передачи персональных данных

Ваши персональные данные, наилучшее планирование и реализация нашей кадровой политики, правильное планирование и реализация наших коммерческих партнерств и стратегий, обеспечение юридической, коммерческой и физической безопасности нашей компании и наших деловых партнеров, обеспечение корпоративного функционирования нашей компании, проведение исследований для того, чтобы вы могли наилучшим образом воспользоваться продуктами и услугами, предлагаемыми нашей компанией; Рекомендовать вам продукты и услуги, предлагаемые нашей компанией, адаптируя их в соответствии с вашими требованиями, потребностями и запросами, обеспечивать безопасность данных на самом высоком уровне, создавать базы данных, улучшать услуги, предлагаемые на сайте нашей компании, связываться с теми, кто направляет свои запросы и жалобы в нашу компанию, устранять ошибки на сайте нашей компании, ограничиваясь целями, указанными в статьях 8 и 9 Закона. и 9. в рамках условий, указанных в статьях 8 и 9 Закона.

# Лица, которым будут переданы персональные данные

Ваши персональные данные могут быть переданы нашей компанией нашим деловым партнерам, поставщикам, компаниям группы, филиалам, компаниям и учреждениям, с которыми мы сотрудничаем, компаниям, у которых мы берем на себя услуги для выполнения наших договорных или юридических обязательств (безопасность, здоровье, охрана труда, закон и т.д.), уполномоченным учреждениям и организациям. В этом контексте наша компания следит за соответствием передачи ваших персональных данных Закону на самом высоком уровне среди подразделений, которым передаются наши персональные данные.

# ПОЛИТИКА УНИЧТОЖЕНИЯ ПЕРСОНАЛЬНЫХ ДАННЫХ И СРОКИ ИХ ХРАНЕНИЯ

* + 1. **Удаление, уничтожение или анонимизация личных данных**

Без ущерба для положений других законов, касающихся удаления, уничтожения или анонимизации персональных данных, наша компания, несмотря на то, что они были обработаны в соответствии с положениями соответствующего закона, как это регулируется статьей 138 Уголовного кодекса Турции № 5237, статьей 7 Закона и Положением об удалении, уничтожении или анонимизации персональных данных ("Положение"), опубликованным в Официальном вестнике от 28.10.2017 от 28.10.2017, как это регламентируется положениями Положения об удалении, уничтожении или анонимизации персональных данных ***("Положение"),*** опубликованного в Официальном вестнике от 28.10.2017, наша компания удаляет, уничтожает или анонимизирует персональные данные по должности или по запросу заинтересованного лица в случае исчезновения причин, требовавших их обработки, хотя они были обработаны в соответствии с положениями соответствующего закона.

С другой стороны, в соответствии со статьей 7 Положения, озаглавленной "Принципы", все операции по удалению, уничтожению и анонимизации персональных данных регистрируются нашей компанией, и такие записи хранятся не менее 3 лет, без ущерба для других наших юридических обязательств.

При **удалении персональных данных** эти данные становятся недоступными и не подлежащими повторному использованию в любом случае для соответствующих пользователей. Соответственно, наша компания, как контроллер данных, принимает все необходимые технические и административные меры для обеспечения того, чтобы удаленные персональные данные были недоступны и не подлежали повторному использованию для соответствующих пользователей.

**Уничтожение данных, с другой стороны,** означает уничтожение материалов, пригодных для хранения данных, таких как документы, файлы, компакт-диски, дискеты, жесткие диски и т. д., таким образом, что информация не может быть восстановлена и использована снова.

**Анонимизация данных** означает, что персональные данные не могут быть связаны с идентифицированным или идентифицируемым физическим лицом, даже если они сопоставлены с другими данными.

# Методы удаления, уничтожения и анонимизации персональных данных

* + - 1. **Методы удаления и уничтожения персональных данных**

Несмотря на то, что персональные данные были обработаны в соответствии с положениями соответствующего закона, наша компания может удалить или уничтожить их на основании собственного решения или по запросу заинтересованного лица, если причины, требовавшие их обработки, полностью устранены.

Наша компания может использовать следующие методы удаления и уничтожения:

* **Физическое уничтожение:** Персональные данные также могут обрабатываться нашей компанией неавтоматическими средствами, если они являются частью какой-либо системы учета данных. При уничтожении таких данных применяется система физического уничтожения соответствующих персональных данных таким образом, чтобы к ним нельзя было получить доступ, использовать и восстановить.
* **Отправка специалисту для безопасного уничтожения: В** некоторых случаях наша компания может договориться со специалистом об уничтожении персональных данных от ее имени. В этом случае персональные данные могут быть безопасно уничтожены человеком, который является экспертом в этой области.

# Методы анонимизации персональных данных

Анонимизация персональных данных означает, что персональные данные не могут быть связаны с идентифицированным или идентифицируемым физическим лицом ни при каких обстоятельствах, даже если они сопоставлены с другими данными. В соответствии со статьей 28 Закона обезличенные персональные данные могут обрабатываться для таких целей, как исследования, планирование и статистика. Такая обработка не входит в сферу действия Закона, и явное согласие субъекта данных не запрашивается,1 могут использоваться методы обезличивания, указанные Управлением.

# Сроки хранения и периодического уничтожения персональных данных

Наша Компания хранит персональные данные в соответствии со сроками, установленными законами и иными правовыми актами. В случае отсутствия в законах и иных правовых актах положений о сроках хранения персональных данных, персональные данные обрабатываются в течение срока до достижения цели обработки персональных данных в рамках деятельности, осуществляемой при обработке персональных данных нашей Компанией. Эти данные удаляются, уничтожаются или обезличиваются на первую периодическую дату уничтожения и в процессе, следующем за датой возникновения обязательства по уничтожению.

Наша компания установила **15-30 января** и **15-30 июня** как периодические даты уничтожения, чтобы уничтожить персональные данные, цель обработки которых истекла. В эти даты персональные данные, для которых больше не существует причин для обработки, и требующих такого уничтожения, будут уничтожены автоматически, полуавтоматически или вручную.

1<http://www.kvkk.gov.tr/yayinlar/Kisisel_Verilerin_Silinmesi_Yok_Edilmesi_veya_Ananonim_Hale_Getirilmes> i.pdf стр.16 и далее.

# РАЗЪЯСНЕНИЯ В ОТНОШЕНИИ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ И ПРАВ СУБЪЕКТА ДАННЫХ В СООТВЕТСТВИИ С ЗАКОНОДАТЕЛЬСТВОМ

* + 1. **Просвещение соответствующего лица**

В соответствии со статьей 10 Закона и положениями Регламента о процедурах и принципах, которые должны соблюдаться при выполнении обязательства по информированию, опубликованного в Официальной газете от 10.03.2018, наша компания информирует владельцев персональных данных *- субъектов данных -* при получении персональных данных. В этом контексте, как указано выше, если таковые имеются, личность представителя Компании, цель обработки персональных данных, кому и с какой целью могут быть переданы обрабатываемые персональные данные, способ и правовые основания сбора персональных данных и права субъекта данных.

# Права соответствующего лица в соответствии с законодательством

Наша компания информирует вас о ваших правах в соответствии со статьей 11 Закона и положениями Коммюнике о процедурах и принципах применения к Контролеру данных, опубликованного в Официальном вестнике от 10.03.2018; предоставляет руководство по осуществлению таких прав и осуществляет необходимые внутренние функциональные, административные и технические мероприятия для всего этого. В соответствии со статьей 11 Закона наша компания уведомляет соответствующих лиц;

* Чтобы узнать, обрабатываются ли персональные данные,
* Запросить информацию об обработке персональных данных,
* Узнать о целях обработки персональных данных и о том, используются ли они в соответствии с их назначением,
* Знать третьих лиц, которым передаются персональные данные внутри страны или за рубежом,
* Запрашивать исправление персональных данных в случае их неполной или неправильной обработки,
* Запросить удаление или уничтожение персональных данных в рамках условий, предусмотренных статьей 7 Закона,
* Запросить уведомление о сделках, совершенных в соответствии с подпунктами (d) и (e) статьи 11 Закона, у третьих лиц, которым передаются персональные данные,
* Возражать против получения результата в ущерб самому человеку путем анализа обрабатываемых данных исключительно с помощью автоматизированных систем,
* Объясняет, что они имеют право требовать возмещения ущерба в случае нанесения ущерба в результате незаконной обработки персональных данных.

Вы сможете направить свои запросы относительно применения Закона, используя **форму заявления соответствующего лица о защите персональных данных, с которой** вы можете ознакомиться на сайте [www.ictasnükleer.com.tr](http://www.ictasnükleer.com.tr), используя методы, описанные в форме заявления. В соответствии со статьей 13/2 Закона, наша компания бесплатно удовлетворяет поданные ей запросы в кратчайшие сроки, не позднее тридцати дней, в зависимости от характера запроса. Однако, если данная операция требует дополнительных расходов, может взиматься плата по тарифу, установленному Правлением.

Наша компания может либо принять вашу заявку, либо отклонить ее, объяснив причину, и уведомить о своем ответе в письменном или электронном виде. В случае если ваше заявление отклонено, вы считаете ответ неадекватным или на ваше заявление не был дан своевременный ответ, вы имеете право подать жалобу в Совет в течение тридцати дней с момента получения нашего ответа и в любом случае в течение шестидесяти дней с момента подачи заявления.

# СЛУЧАИ, КОГДА ПОЛНОСТЬЮ ИЛИ ЧАСТИЧНО ПОЛИТИКА И ЗАКОН НЕ БУДУТ ПРИМЕНЯТЬСЯ

Настоящая Политика и положения Закона не применяются в следующих случаях в соответствии со статьей 28/1 Закона:

* Обработка персональных данных физическими лицами в рамках деятельности, связанной с ними самими или членами их семей, проживающими с ними на одной территории, при условии, что персональные данные не разглашаются третьим лицам и соблюдаются обязательства по обеспечению безопасности данных.
* Обработка персональных данных для таких целей, как исследования, планирование и статистика, путем их обезличивания в официальной статистике.
* Обработка персональных данных в художественных, исторических, литературных или научных целях или в рамках свободы выражения мнений, при условии, что она не нарушает национальную оборону, национальную безопасность, общественную безопасность, общественный порядок, экономическую безопасность, неприкосновенность частной жизни или личные права или не является преступлением.
* Обработка персональных данных в рамках превентивной, защитной и разведывательной деятельности, осуществляемой государственными учреждениями и организациями, уполномоченными законом обеспечивать национальную оборону, национальную безопасность, общественную безопасность, общественный порядок или экономическую безопасность.
* Обработка персональных данных судебными органами или органами принудительного исполнения в связи с расследованием, судебным преследованием, вынесением решения или исполнением судебного решения.

10. регулирование обязательств контролера данных по раскрытию информации, при условии, что это соответствует и соразмерно цели и основным принципам настоящей Политики и Закона, право требовать компенсации за нанесенный ущерб за исключением статьи 11, регулирующей права субъекта данных, и статьи 16, регулирующей обязательство зарегистрироваться в Регистре контролеров данных, не применяются в следующих случаях в соответствии со статьей 28/2 Закона:

* Обработка персональных данных необходима для предотвращения преступлений или уголовного расследования.
* Обработка персональных данных, обнародованных самим субъектом данных.
* Обработка персональных данных необходима для выполнения надзорных или регулирующих обязанностей, а также для проведения дисциплинарного расследования или преследования государственными учреждениями и организациями, а также профессиональными организациями, имеющими характер государственных учреждений, которые уполномочены на это законом.
* Обработка персональных данных необходима для защиты экономических и финансовых интересов государства в связи с бюджетными, налоговыми и фискальными вопросами.

# КАТЕГОРИЗАЦИЯ СООТВЕТСТВУЮЩИХ ЛИЦ И СОПОСТАВЛЕНИЕ ИХ С ПЕРСОНАЛЬНЫМИ ДАННЫМИ

* + 1. **Классификация связанных лиц**

Только реальные лица могут воспользоваться защитой настоящей Политики и Закона в соответствии со статьей 3 Закона; в данном контексте соответствующие лица подразделяются на следующие группы: **Кандидат в работники:** физические лица, которые подали заявление о приеме на работу в нашу компанию любым способом или открыли свое резюме и связанную с ним информацию для изучения нашей компанией.

**Клиент группы компаний:** Лица, чьи персональные данные получены через компании группы «ИС Ибрахим Чечен Ятырым Холдинг А.Ш.»

**Деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров:** Все реальные лица, с которыми наша компания имеет какие-либо деловые отношения, и все реальные лица, включая сотрудников, акционеров и должностных лиц реальных и юридических лиц (например, деловых партнеров, поставщиков), с которыми наша компания имеет какие-либо деловые отношения.

**Клиент компании:** Физические лица, которые пользуются или пользовались продуктами и услугами, предлагаемыми нашей Компанией, независимо от того, состоят ли они в каких-либо договорных отношениях с нашей Компанией.

**Потенциальный клиент:** Реальные лица, которые сделали запрос или заинтересованы в использовании наших продуктов и услуг или которые в соответствии с коммерческими обычаями и правилами честности оценили, что они могут иметь такой интерес.

**Сотрудник компании:** Физические лица, работающие в АО «ИС Ичташ Нуклеер ве Эндустриель Тесислер Япым» и аффилированных компаниях.

**Акционер компании:** Акционеры компании АО «ИС Ичташ Нуклеер ве Эндустриель Тесислер Япым» и ее дочерних компаний.

**Уполномоченное лицо компании:** Члены совета директоров и другие уполномоченные лица компании АО «ИС Ичташ Нуклеер ве Эндустриель Тесислер Япым» и аффилированных компаний.

**Третье лицо:** Другие лица, на которых не распространяется действие Политики АО «ИС Ичташ Нуклеер ве Эндустриель Тесислер Япым», подготовленной для сотрудников компании, и которые не отнесены к другим соответствующим лицам в настоящей Политике.

**Посетитель:** Все реальные лица, которые зашли в физические помещения, принадлежащие нашей компании, для различных целей или посетили наши веб-сайты с любой целью.

* + 1. **Сопоставление персональных данных с субъектами данных, контролером данных и обработчиками данных** Ниже представлено сопоставление классифицированных персональных данных, определения и области применения которых приведены выше, с классифицированными субъектами персональных данных.

|  |  |  |
| --- | --- | --- |
| **Данные**  **Категории** | **Содержание данных** | **Контактное лицо** |
| **Учетные данные** | Очевидная принадлежность идентифицированного или идентифицируемого физического лица; обрабатывается частично или полностью автоматически или неавтоматически как часть системы записи данных; например, водительское удостоверение, удостоверение личности, карта резидента, паспорт, удостоверение адвоката, свидетельство о браке  всю информацию, содержащуюся в документах | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третьи лица. |
| **Контактная информация** | Информация, такая как номер телефона, адрес, электронная почта, которая явно принадлежит идентифицированному или идентифицируемому физическому лицу; обрабатывается частично или полностью автоматически или неавтоматически как часть системы записи данных | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третий  Контакты. |
| **Информация для клиентов** | Наша коммерческая деятельность и операции, выполняемые нашими подразделениями в рамках этой деятельности, которые явно принадлежат идентифицированному или идентифицируемому физическому лицу, обрабатываемые частично или полностью автоматически или неавтоматически как часть системы записи данных  в результате действий уполномоченного лица клиента или  сотрудник, получивший информацию о соответствующем лице (номер клиента и т.д.) | Потенциальный клиент, Клиент, Посетитель, Третьи лица. |

|  |  |  |
| --- | --- | --- |
| **Информация о транзакциях клиентов** | Записи об использовании наших продуктов и услуг и инструкции, необходимые для использования продуктов и услуг клиентом, которые явно принадлежат идентифицированному или идентифицируемому физическому лицу и включены в систему записи данных; и информация, например, запросы | Потенциальный клиент, Клиент, Посетитель, Третьи лица. |
| **Информация о безопасности физического пространства** | Персональные данные, относящиеся к записям и документам (журналы входа и выхода, информация о посещении и т.д.), которые явно принадлежат идентифицированному или идентифицируемому физическому лицу и включены в систему записи данных; записи и документы, сделанные при входе в физическое пространство, во время пребывания в физическом пространстве | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третьи лица. |
| **Информация о безопасности транзакций** | Ваши персональные данные (веб-сайт), которые явно принадлежат идентифицированному или идентифицируемому физическому лицу и включены в систему записи данных; обрабатываются в целях обеспечения выполнения технических, административных, юридических и коммерческих обязательств при осуществлении нашей коммерческой деятельности (например, пароль доступа к интернет-сайту и информация о пароле) | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третьи лица. |
| **Знания в области управления рисками** | Персональные данные, которые явно принадлежат идентифицированному или идентифицируемому физическому лицу и включены в систему записи данных; обрабатываемые с помощью методов, используемых в соответствии с общепринятыми правовыми, коммерческими традициями и добросовестностью в этих областях с целью управления нашими коммерческими, техническими и административными рисками. |  |
| **Финансовая информация** | Персональные данные должностного лица или работника Клиента, касающиеся информации, документов и записей, отражающих все виды финансовых результатов Клиента, которые явно принадлежат идентифицированному или идентифицируемому физическому лицу, обрабатываемые частично или полностью автоматически или неавтоматически как часть системы учета данных | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третьи лица. |

|  |  |  |
| --- | --- | --- |
| **Личная информация** | Все виды персональных данных, которые однозначно принадлежат идентифицированному или идентифицируемому физическому лицу, обрабатываемые частично или полностью автоматически или неавтоматически как часть системы учета данных; обрабатываемые с целью получения информации, которая будет являться основанием для формирования личных прав физических лиц, находящихся в рабочих отношениях с Компанией | Деловой партнер компании, уполномоченное лицо делового партнера, сотрудник, кандидат в сотрудники, третьи лица. |
| **Информация о местоположении** | Информация, которая явно принадлежит идентифицированному или идентифицируемому физическому лицу, обрабатываемая частично или полностью автоматически или неавтоматически как часть системы записи данных; информация, определяющая местоположение соответствующего лица во время использования продуктов и услуг Компании в рамках операций, осуществляемых подразделениями Компании, или местоположение сотрудников учреждений, с которыми мы сотрудничаем, во время использования транспортных средств Компании (GPS местоположение, данные о поездках и т.д.). | Акционеры, должностные лица, сотрудники, деловые партнеры компании, акционер, должностное лицо, сотрудник деловых партнеров |
| **Персональные данные специальной категории** | Информация, которая явно принадлежит идентифицированному или идентифицируемому физическому лицу, обрабатываемая частично или полностью автоматически или неавтоматически как часть системы записи данных; данные, касающиеся расы, этнического происхождения, политических взглядов, философских убеждений, религии, секты или других верований, внешнего вида и одежды, членства в ассоциациях, фондах или профсоюзах, здоровья, сексуальной жизни, уголовного осуждения и мер безопасности лиц, а также биометрические и генетические данные | Акционер компании; должностное лицо компании; клиент компании; клиент группы компаний; потенциальный клиент; деловой партнер компании, акционер, должностное лицо, сотрудник деловых партнеров; кандидат в сотрудники; посетитель, третьи лица. |

В соответствии со статьей 6 Положения, в него включены названия, подразделения и должностные инструкции лиц, участвующих в процессах хранения и уничтожения персональных данных в нашей компании в рамках Закона о ЗПД.

|  |  |
| --- | --- |
| **Блоки обработки данных** | **Описания должностей** |
| Отдел кадров / Управление по работе с персоналом | * Проведение собеседований с потенциальными сотрудниками, * Заключение трудовых договоров с сотрудниками компании и ведение личных дел сотрудников, * Подготовка внутреннего положения о персонале и его рассылка сотрудникам, |
| Отдел закупок | * Продукты и услуги, необходимые компании в соответствии с ее целями   покупка. |
| Юридический отдел | * Обеспечение правовой инфраструктуры, необходимой для ведения бизнеса и деятельности Компании, * Юридические споры, касающиеся компании   Осуществление связанных сделок, |
| Отдел информационных технологий | * Принятие необходимых мер для обеспечения безопасности используемых в компании устройств, * Проведение работ по обслуживанию и ремонту используемых устройств и особенно программного обеспечения, * Разрешение удаленного доступа к используемым устройствам, программному обеспечению и базам данных, * Предоставление подрядчикам доступа, управление, контроль и надзор за этими устройствами, программным обеспечением и базами данных в рамках договоров на обслуживание, обновление, интеграцию и ремонт устройств, программного обеспечения и баз данных, * Маршрутизация и авторизация VPN, * Вмешательство в работу электронных устройств. |
| Группа по финансам и финансовым вопросам | * Запись информации о зарплате и платежах, которая должна быть известна в рамках личных прав сотрудников, * Учет информации о расходах на деятельность компании. |